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Thank you for the opportunity to review the September 2018 audit report regarding the
Employee Benefits Security Administration’s (EBSA) oversight of the Thrift Savings Plan
(TSP). Below, EBSA outlines its plans to implement the report’s recommendations and
responds to some of the report’s observations. As the report highlights, however, EBSA’s robust
audit program is currently hampered by the agency’s lack of the enforcement authority necessary
to compel compliance with audit recommendations.

OVERVIEW

The Federal Employees Retirement Systems Act (FERSA)' establishes standards for the TSP’s
fiduciaries, including the members of the Board and the Executive Director. It also describes
prohibited transactions, outlines investigative and enforcement powers, and imposes fiduciary
bonding requirements. FERSA gives the Secretary the authority and responsibility to conduct a
program of audits of the TSP to ensure compliance with these standards and obligations. This
administration is prioritizing TSP oversight and TSP compliance and risk management.

EBSA takes these responsibilities very seriously. The TSP is the world’s largest employee
contributory plan with over 5 million participants and $550 billion in assets. Given the
substantial growth of the TSP in transaction volumes, as well as in numbers of participants and
size of investments, EBSA conducts a rigorous audit program with a special focus on identified
weaknesses that have not been adequately mitigated.

Risk Management

EBSA has a statutory obligation to carry out audits to “determine the level of compliance” with
the fiduciary responsibility and prohibited transaction provisions of FERSA.? To that end,
EBSA implements a risk-based audit program that identifies risks and vulnerabilities, assesses
the likelihood of harm from these risks and vulnerabilities, and considers the magnitude of
potential damage associated with the various risks. In recent years, as discussed in more detail
below, this risk-based approach has resulted in a special focus on the security of the TSP’s IT

! See 5 U.S.C. 8477, 8478 and 8478a.
2 See5 U.S.C. 8477(g)(1).
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systems.” EBSA has devoted the majority of EBSA’s audit funds to these IT systems based upon
a quantitative and qualitative assessment of the security risks associated with the systems, as
reflected and documented in EBSA’s audit reports, penetration tests conducted at EBSA’s
request, FISMA reviews, and related activities, such as the 2017 “Security Sprint.” The audit
reports, penetration tests, FISMA audits, and correspondence and communications with the
Board and TSP personnel demonstrate EBSA’s careful focus on identifying risk, assessing the
exploitability and potential impact of those risks, obtaining remedial actions, and reviewing the
implementation of remedial actions. Thousands of pages of risk documentation support EBSA’s
focus on the TSP’s IT systems, as well as its selection of specific IT vulnerabilities for review.

More generally, each component of the TSP Audit Oversight Manual reflects an area of
operation that is susceptible to risk. For the non-IT operational portion of the audit program,
EBSA broadly applies the same risk-based comprehensive approach discussed above.

Regardless of whether OMB Circular A-123 literally applies to EBSA’s audit work, the agency’s
audit program is always focused on risks, including their likelihood, potential resulting damages,
and TSP’s remediation and mitigation of identified risks. All the audit work is performed in
accordance with Generally Accepted Governmental Auditing Standards (GAGAS), which also
incorporates audit risk in both planning and performing the audit engagements. EBSA’s aim
with respect to these operational audits is not simply to do as many audits as funds permit, but
rather — consistent with its obligation “to determine the [TSP’s] level of compliance”™—to
comprehensively review TSP operations over a three-year cycle to ensure that the TSP is
consistently operated in the best interests of participants and beneficiaries. EBSA believes that
this cyclical aspect of the audit program is necessary to minimize the risks associated with not
regularly reviewing all components of the TSP. Throughout this process, the agency ensures that
priorities are established by careful, ongoing assessments of the risks facing the world’s largest
retirement plan.

Despite its careful and ongoing assessment of risks, however, and the thousands of pages
documenting its work and risk-assessment, EBSA acknowledges that it does not routinely
prepare a single formal document comprehensively setting forth its assessment of the risks that
drive its selection of specific audit topics and activities. Accordingly, as EBSA moves forward
with its audit program, it will routinely create such a risk register, which will document the risk-
based assessments supporting the agency’s actions. While EBSA does not believe this will result
in a fundamental change in approach, it agrees that such formal documentation would increase
transparency.

Transparency/Accountability

The report notes that EBSA’s audit reports are not readily accessible to external stakeholders.
Currently, EBSA does not post the reports or a list of open audit recommendations on its

3 As the report notes on p.12: “Since 2015, EBSA has spent an average of $2.5 million a year conducting
performance audits of the TSP. These audits range in subject, some focusing on specific TSP processes, such as
participant withdrawal operations, annuity operations, investment management operations, and participant account
management operations; the majority of audits, however, are focused on IT security. EBSA auditors have identified
significant, longstanding deficiencies in the TSP’s IT security program.”
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website. EBSA agrees that such posting could increase transparency, enhance accountability by
increasing the TSP’s incentives to work on the identified deficiencies, and facilitate
communication. Accordingly, during FY 2019, EBSA will post non-sensitive audit reports and
recommendations on the agency’s website. Sensitive reports will remain non-public to maintain
security just as OIG does not release its reports on sensitive issues. Reports and
recommendations that are critical or sensitive in nature will be redacted or listed by title only.

Legal Authority

As originally enacted, FERSA placed no special limits on the liability of the Board Members and
the Executive Directors.* They were subject to the same personal liability for fiduciary breaches
as other Fund fiduciaries. Only the Secretary had authority to bring civil actions against Fund
fiduciaries for monetary relief, but any participant, beneficiary, or fiduciary, as well as the
Secretary, could bring an action to enjoin fiduciary breaches and for other appropriate equitable
relief.

In 1988, however, Congress enacted technical corrections to protect the Board Members and the
Executive Director from personal liability.” The Secretary’s authority to enforce the fiduciary
standards and transaction prohibitions now applies only to fiduciaries other than the Board
members and the Executive Director.®

As the report explains, the effectiveness of EBSA’s audit program is significantly reduced by its
inability to compel the Executive Director and members of the Board to timely remedy audit
findings. For example, between FY 2010 and FY 2017, the agency issued 55 audit reports
containing 180 recommendations, some dealing with internal TSP processes, but most with IT
security issues. As of September 30, 2017, 133 of these recommendations (74%) remained open.
Moreover, these recommendations concern fundamental issues. Fully 86% of these open
recommendations — 115 recommendations in total -- related to fundamental controls.” These
recommendations remain open despite EBSA’s expenditure of significant human and financial
resources to identify the problems and promote their resolution. As the report notes, these efforts
have included “repeated meetings and correspondence with the Board, going as far as devoting
resources to work with the Board on a short-term initiative begun in November 2016 (the “90
Day Security Sprint” in which EBSA devoted IT personnel and contractors to work with the TSP
to identify and correct high-risk and critical IT vulnerabilities).® The efforts also included the
Department’s advocacy in support of repeated IT penetration tests, an improved system of
independent verification and validation of I'T corrections, the elevation of audit issues to the
Secretary, and involvement of other federal resources. Despite these efforts, as the report notes,
“progress has been slow, and the TSP remains at risk.”’

*1d atp. 11. See also Pub. L. No. 99-335, sec. 101(a), 100 Stat. 514, 584-585 (1986).

5 Id See also Pub. L. No. 100-238, sec.133, 101 Stat, 1744, 1760-1761 (1988).

65U.8.C. 8477()(3)(A).

7Id. “EBSA Cannot Ensure the Effectiveness of it Audits of the Thrift Savings Plan,” OlG Report No. 05-18-001-12-
001, September 2018, p. at 5, 9.

81d at 10

91d.
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EBSA previously proposed amendments to FERSA that would enable the agency to seek
injunctive relief from the Board and Executive Director in the same manner that it can currently
seek such relief with respect to private pension plans. Alternatively, EBSA believes that such
enforcement authority could be given to an independent Inspector General, as it has also
suggested in the past.'® EBSA agrees to continue to explore possible legislative solutions that
would provide the enhanced enforcement authority necessary to ensure compliance with its audit
finding.

RECOMMENDATIONS

1. Tailor EBSA’s risk assessment process using criteria found in OMB Circular A-
123, Management’s Responsibility for Enterprise Risk Management and Internal
Control,

As discussed above, EBSA agrees to implement the recommendation to better document the risk-
related bases for its audit projects. Accordingly, as part of its planning for the FY 2019 audit
cycle, the agency has developed and implemented a “risk register.” The risk register includes
such factors as audit recommendations (both open and closed), the time span between audits, risk
rankings, and other risk-related factors to develop an overall risk profile for each major audit
area. The risk register will document the specific risk-related bases for the specific audit areas
chosen for review in a unified comprehensive document.

EBSA’s risk-based audit program incorporates the criteria contained in OMB Circular A-123,
and the risk register will document that approach. The planning and audit approach identifies
risks and vulnerabilities, assesses the likelihood of harm from these risks and vulnerabilities, and
considers the magnitude of potential damage. Additionally, EBSA reviews the Board and
Executive Director’s responsiveness to audit recommendations addressing vulnerabilities. The
risk management process EBSA uses fully supports our underlying audit effort.

EBSA’s audit program for the TSP’s IT systems is illustrative of the agency’s risk-based
approach. Based on years of audit findings, independent penetration tests, FISMA compliance
reviews, and direct interactions between EBSA staff, EBSA’s contract auditor and TSP
personnel, EBSA views the security of the TSP’s I'T system as a critical risk. Based upon these
concerns, EBSA expended the majority of its TSP audit funds on IT audits, and EBSA worked
with the FRTIB to obtain three independent penetration tests of the TSP’s IT systems from 2015
through 2017, two conducted by Mandiant and one by the Department of Homeland Security.
The purpose of these penetration tests was both to assess the current security posture of the IT
systems and to assess the TSP’s progress in resolving longstanding complaints. The resulting
reports include hundreds of pages of detailed risk analyses and rankings of risk based on
assessments of the exploitability of the vulnerabilities and the potential impact of successful
exploitation of those vulnerabilities. Both the penetration tests and the FISMA reviews
expressed specific ratings of the risk levels associated with identified vulnerabilities. EBSA’s
audit work was and is informed by these ratings and assessments — and they are used as a basis
for determining future audit engagements.

10 https://www.dol.gov/sites/dolgov/files/legacy-files/budget/2019/CBJ-2019-V2-01.pdf (page EBSA-11)
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In addition, as a result of EBSA’s ongoing concerns with the TSP’s IT systems, in 2017, EBSA
engaged in a “90 Day Security Sprint” with the TSP’s IT personnel and contractors aimed
specifically at remedying high-risk and critical vulnerabilities identified in both our audits and
the penetration tests. These exercises focused on specified outstanding audit recommendations
and independently verified EBSA’s conclusions as to the vulnerabilities of the TSP’s IT systems,
as did the penetration tests. EBSA also expressed numerous specific concerns to the Board about
the risks to which the TSP’s IT systems were exposed, both at Board meetings and in repeated
correspondence, both from EBSA’s leadership and from the Secretary.

The audit reports, penetration tests, FISMA audits, correspondence and communications with the
Board and TSP personnel demonstrate EBSA’s careful focus on identifying risks, assessing the
exploitability and potential impact of those risks, obtaining remedial actions, and reviewing the
implementation of remedial actions. Thousands of pages of risk documentation support EBSA’s
focus on the TSP’s IT systems, as well as its selection of specific IT vulnerabilities for review.
EBSA cannot agree that there has been any deficiency in making and obtaining regular,
documented assessments of risk on an ongoing basis, or that the TSP audits failed to consider
these risks, their likelihood, magnitude, and remediation carefully. As noted above, however,
EBSA does agree that the creation of a comprehensive risk register could increase transparency
by setting out the agency’s bases for choosing specific audit topics.

For the non-IT operational portion of the audit program, EBSA broadly applies the same risk-
based comprehensive multi-year approach described above. The agency is always focused on
risks, including their likelihood, potential resulting damages, and TSP’s remediation and
mitigation of identified risks. All of the audit work is performed in accordance with Generally
Accepted Governmental Auditing Standards (GAGAS), which also incorporates audit risk in
both planning and performing the audit engagements.

EBSA’s aim with respect to these operational audits is not simply to do as many audits as funds
permit, but rather to comprehensively review TSP operations over a three year cycle to ensure
that the TSP is operated in the best interests of participants and beneficiaries. There is an
important difference, however, between these operational audits and the IT audits: the
operational audits have not found the sorts of high or critical risks that have plagued the IT
program. While this is good news, it does not mean that EBSA need not conduct these audits or
that it shouldn’t conduct audits that are similar to prior year audits.

Nevertheless, the report appears to fault EBSA for continuing to conduct audits in risk areas for
which it had previously made no or few findings. We disagree for at least three important
reasons. First, any reasonable audit program must focus not only on the likelihood of harm, but
also on the magnitude of potential harm. As the report notes, the TSP holds over $500 billion in
assets for more than five million plan participants. Even if prior audits did not find deficiencies
in the management or administration of these assets, the risk of loss is too great simply to
dispense with important audit topics based on past findings. Second, it is very hard to assess the
likelihood of loss based on past performance alone. Indeed, if EBSA were to consistently skip
high-dollar audit areas based on past successes, it would effectively send a message to the TSP
that one year’s success means a free pass from oversight in future year(s). The dangers of such
an approach should be obvious. Third, the environment in which the TSP is working is always
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changing, as most recently demonstrated by recent changes in default investment options and
default enrollment of military personnel. In other words, the context of the operational audits 1s
always changing, meaning that even audits concerning the same broad topics are conducted in
new contexts.

The report critically observes that audits on “Investment Management Operations™ and
“Investment Funds Operations Process” were repeated even though prior related reports did not
contain any findings or recommendations. EBSA does not believe, however, that it could
responsibly neglect to review investment management or funds operations on an ongoing basis,
given the enormous size of the TSP’s holdings and the number of participants potentially
affected by poor investment management. Blackrock is the investment manager for the TSP and
is responsible for all investment options other than the “G” Fund and currently manages more
than 50% of the TSP’s assets. When the “L” Funds became the default option for new TSP
participants the audits in this area increased due to the greater likelihood and magnitude of harm.
In EBSA’s view, a decision not to audit investment management operations or Blackrock based
on positive findings in past audits would increase the likelihood of violations and disregard the
potentially large size of resulting injuries.

While EBSA believes the audit program responsibly balanced the well-documented and
identified risks in the IT program with the clear and continuing importance of ensuring
responsible management of the TSP’s assets, it agrees that it can improve its documentation of
the risk assessment process. Going forward, EBSA will use a risk register to document that
process.

2. Timely and publicly post all audit reports not considered “sensitive” in their
entirety after the final release and post reports considered “sensitive” either
redacted as appropriate or listed only by title along with a caption indicating the
report contains sensitive information and will not be published.

3. On at least an annual basis, post to the EBSA public website a listing of all
unimplemented, non-sensitive audit recommendations, including, at a minimum,
the date of and text of the recommendations, a summary of the comments
provided and any corrective actions proposed by the Board, and expected
implementation dates (when available).

EBSA agrees with these recommendations. During FY 2019, EBSA will post on its website
non-sensitive audit reports and recommendations. Reports and recommendations critical or
sensitive in nature will be redacted or listed by title only, just as OIG similarly does not post
sensitive reports, We will post information concerning all open, unresolved findings and
recommendations. For non-sensitive items, proposed corrective actions and timeframes will be
included.

4. Seek amendments to FERSA granting EBSA injunctive authority similar to that
EBSA has over private pension plans under ERISA.

As highlighted in the report, implementing audit recommendations in a timely manner is critical
to the security of the TSP. Open recommendations date back to 2010 and 86% relate to
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fundamental controls.!" The TSP has been slow to act on EBSA’s audit findings and
recommendations. OIG recognizes EBSA’s efforts to encourage and assist the Board and
Director to remediate open recommendations:

EBSA has consistently followed up with the Board regarding the lack

of progress with repeated meetings and correspondence with the Board,

and going as far as devoting resources to work with the Board on a

short-term initiative begun in November 2016. In the “90 Day Security
Sprint,” the parties worked together to identify and correct high-risk

audit findings reasonably prone to be addressed in the short-term window.
EBSA followed up with the Board with frequent meetings; despite this effort,
and as noted earlier in this report, the Board was unable to remediate many

of the issues identified by the various audits. EBSA followed up by elevating
the issue to the Secretary of Labor, who eventually wrote a letter to the Chairman
of the Board urging him to address the TSP’s security deficiencies. That said,
progress has been slow, and the TSP remains at risk.'?

As the OIG observed, “EBSA, in its role as the TSP’s federal regulator, lacks sufficient legal
authority to conduct effective oversight.”'* EBSA continues to explore ways to increase TSP
compliance with audit recommendations. EBSA also agrees to explore possible legislative
solutions that would provide the enhanced enforcement authority necessary to improve
compliance with its audit findings.

" “EBSA Cannot Ensure the Effectiveness of it Audits of the Thrifi Savings Plan,” OIG Report No. 05-18-001-12-
001, September 2018, p. 9.

2 1d at 13.

B 1d.
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APPENDIX C: FRTIB’S RESPONSE TO THE REPORT

E s 6 FEDERAL RETIREMENT THRIFT INWESTMENT BOARD
* 77T K Sireet, NE  VWashingion, OC 20002

Office of Inspector General
Aftn: Mr. Nicholas Christopher
U.5. Department of Labor

200 Constitution Ave., NW
Room S-5506

Washington, DC 20210

September 20, 2018

RE: FRTIB Response to Department of Labor, Office of Inspector
General Audit Regarding the Effectiveness of the Oversight of the
Thrift Savings Plan by the Employee Benefits Security
Administration

Dear Mr. Christopher:

The FRTIB Board and Executive Director take seriously their legal mandate and
mission to manage the Thrift Savings Plan (TSP) prudently and solely in the best
interest of its participants and beneficiaries. To that end, FRTIB leadership, including
the Board, the Executive Director, and senior management, has demonsirated an
unwavering commitment to embrace input from stakeholders to ensure the TSP
continues to be a world class defined contribution plan.

We thank the Department of Labor, Office of Inspector General (OIG) for its work
and for allowing the FRTIB the opporiunity to comment on its evaluation of the
effectiveness of the oversight of the Thrift Savings Plan by the Depariment of Labor's
Employee Benefits Security Administration (EBSA). We want to acknowledge that we
view EBSA’s audit program as much more than one simply required by law — we view
EBSA as a critical pariner in improving TSP operations and thank them for their ongoing
support.

Ower the past several years, as increasing cybersecurity risks have transformed
the priorities of Federal agencies and private sector institutions, leadership and staff at
both the FRTIB and EBSA have worked together to improve the TSP's operations, and
we appreciate the support and counsel we have received from EBSA. While we believe
that we have made significant improvements in the daily operations of the TSP and our
ahility to handle cybersecurity threats over the past few years, we acknowledge that our
work is not complete and there is still progress that must be made.

1
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Although the FRTIB was not interviewed as a part of this audit of EBSA, many of
the conclusions drawn from and recommendations provided for in this report directly
relate to the FRTIB and the Thrift Savings Plan. Consequently, as the fiduciaries of the
TSP, we provide the following response.

Leadership of the TSE

The TSP is managed by five part-time Board members and a fulliime Executive
Director. In 2011, the composition of the FRTIB Board changed and, at this time, Mr.
Michael Kennedy became Chairman. Durning Chairman Kennedy's tenure and that of his
fellow Board members, the Board has consistently increased the resources available to
the Agency to ensure that FRTIB staff and contractors can support the TSP's growing
participant base and operational requirements. At the time that Chaimman Kennedy
assumed his role, the Federal Retirement Thrift Investment Board, which had been
shrinking in size and budget over the previous several years, had a total staff of less
than 100 employees and a budget of approximately 5128 million. Since that time, while
keeping expenses bome by participants relatively flat, in response to strategic priornities
like cybersecurity, risk management, and audit remediation, the Board has nearly tripled
the Agency's budget and increased the Agency's approved staffing level by
approximately 250 percent.

These resources finally allowed the Agency to start to address significant
technology and control issues. Specifically the Agency established an Office of
Enterprise Risk Management including an Intemal Audit Function and Anti-Fraud
Division, established a division dedicated to cybersecurity, hired the Agency's first full-
time Chief Information Security Officer, hired a Chief Operating Officer, established the
FRTIB's first Security Operations Center (S0C), and rolled-out new programs such as
Roth TSP accounts, L Fund default, and Blended Retirement for the Unformed
Services.

As the TSP has grown in size and complexity, the skills required to manage the
TSP have evolved. In April of 2017, the Board announced its selection of a new
Executive Director. Additionally, over the past 18-24 months, the Agency has hired a
new Chief Operating Officer, Chief Technology Officer, and Chief Information Security
Officer. With the support of the Executive Director and FRTIB team, the Board will
continue to provide the Agency with the resources and direction it requires to support
the interest of the Thrift Savings Plan's parficipants and beneficiarnes.

The State of TSP Cybersecurity and IT rations

In part because of its ever evolving nature and environment-specific risk
considerations, measuring cybersecurity is challenging. For example, the OIG report
relies on one input (the 1G assessment) of the Agency's 2017 FISMA assessment which
found the Agency’s FISMA maturity at an “ad hoc' level. While the Agency agrees with
the important feedback from this assessment and continues to work with its
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independent FISMA auditor® to improve its FISMA compliance, the input from the 1G is
one of several factors which inform an agency's FISMA score. For example, there are
additional assessments provided by the Chief Technology Officer and the Senior
Agency Official for Privacy and commonly, conversations with the Office of
Management and Budget and the Department of Homeland Security. Ultimately, as a
result of these inputs, the FRTIB received an overall FISMA rating of “at risk’, the middle
of three levels and the same as over 60% of rated Federal agencies.

Like most institutions, the FRTIB is constantly working to improve the state of its
cybersecurity program and continues to dedicate resources and talent to harden its
systems. Over the past five years, the Board has grown the FRTIB budget relating to
cybersecurity 266% which has enabled FRTIB to make significant and tangible
improvements in the IT environment, including:

full encryption of all TSP data at rest, and all Pll in fransit,
modemization and hardening of the TSP call center and data center
infrastructure,
implementation of security monitoring tools,
two factor authentication for all FRTIB and contractor staff accessing the
FRTIB environment,
= and complete integration of TSP contractors into the TSP environment,
ensuring that FRTIB has full visibility into anyone with access to TSP
data.
The Agency will implement the DHS's Trusted Intemet Connection in early FY19,
and is in the process of joining the DHS's Continuous Diagnostics and Mitigation (CDM)
program, which will further fortify the Agency’'s networks and systems.

It often takes years to address many of the security issues that impact legacy
systems as disparate and custom-built as the TSP's. However, over the past 12-18
maonths, as indicated by technical assessments of the TSP environment, the Agency's
progress has been notable. For example, as reported at the Agency's April 2018 Board
meeting, the FRTIB has been participating in the Department of Homeland Secunty’s
(DHS) National Cybersecunty Assessment and Technical Services (NCATS) program
since 2014. This service provides an objective third parly perspective on the current
cybersecurity posture of extemal-facing Federal networks. In addition to noting that the
FRTIB has never had any critical or high vulnerabilities, the most recent scans show
that the FRTIB has had no open vulnerabiliies (in any category) for the past several
months and has reduced its time to mitigate vulnerabilities from a high of 200 days (for
medium vulnerabilities) to nearly instantaneously.

1 |n addition to its FISMA auditor, the Agency has also retained the services of an
independent firm with deep FISMA expertise. The firm is examining the Agency's
performance in each FISMA domain, and is developing short-, medium- and long-term
actions that will improve the Agency's performance in these domains.

3
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The FRTIB is only one of four agencies that are currently fully compliant with all
Department of Homeland Security-issued Binding Operational Directives (BODs),
including BOD 18-01 relating to web and e-mail security mandates. it should also be
noted that the agency was fully compliant with BOD 18-01 well before the October 2018
deadline.

Finally, the Agency has shown significant improvement in DHS assessments of
social engineering vulnerability between 2015 and 2017.

In brief, hardening the TSP recordkeeping system and technology infrastructure
has been and will continue to be the FRTIB's number one prionty. Though the Agency
must continue to improve in critical cyber and IT areas, it has made considerable
progress and will leverage this progress to continue improvements.

How the FRTIB Addresses Audit Findings

As EBSA has significantly increased the number of annual TSP audits from 2 in
2012 to 18 in 2018, the Agency acknowledges that its total number of open audit
findings has grown and that addressing these findings is and will continue to be a
priority. However, the Board and Executive Director do not agree with the statement that
the Board “has been slow to act on EBSA audit recommendations.” The fact that the
Agency's number of open audit findings has swelled is a matter the Board takes very
senously and monitors through regular reports. However, perhaps in part because
Agency officials were not interviewed, critically omitted in the OIG’s report’s numerical
summation of open audit findings is the fact that the Agency is aggressively tackling
audit findings and the underying vulnerabilities using a risk prioritized approach to
eliminate the vulnerability in the short run and implement fundamental controls to
eliminate the root cause issues in the long run.

As acknowledged by the National Institutes of Standards and Technology (NIST)
in their special publications supporting FISMA compliance, the management of
organizational risk is a key element in an organization's information secunty program.
The FRTIB addresses vulnerabilities in its systems using a risk-hased approach that
directs FRTIB resources to address TSP systems' most critical vulnerahilities
immediately. Specifically, in order to rank and address issues identified by sources
such as extemnal auditor pariners which include EBSA, a FISMA auditor, and a financial
statement auditor, the FRTIB utilizes a the CV35 (Common Yulnerability Scoring
System) methodology, a framework used by both govemment and industry to
ohjectively quantify the level of severity in an identified vulnerability. Those
vulnerabilities rated the highest on the 10 point scale are designated critical or high
vulnerabilities.

In addition to the CV3S rating, each finding is coded with the appropriate NIST
control and the FISMA level that the finding addresses. For each cnfical and high
finding, FETIB immediately allocates resources tfoward responsive controls (e.q.,
patches) that mitigate the specific vulnerability and simultaneously FRTIB staff are

4
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assigned longer-term projects to resolve broader, systematic issues (e.g., updating
policies) that holistically address audit findings. The FRTIB began this process
approximately a year ago, since then, the Agency reduced the severity of all 13
identified “crifical” vulnerabilities, and reduced the seventy of 27 of the 116 identified
“high” vulnerabiliies. As the process continues to mature and additional resources are
deployed, the Agency expects the rate of reduction in operational vulnerabilities to
accelerate—and thus further reduce overall operational risk.

Additionally, as the Board has been monitoring the nature of the Agency’s open
audit findings, the Board and FRTIB management designed a strategy to address the
root cause of many of the Agency's struggles. Like many institutions, the Agency’s
legacy recordkeeping system developed over time in a piecemeal manner — meaning
the system is not integrated, hardwired, and reliant on custom applications.

In consideration of the speed at which advancements relating to technology and
security emerge, the ever evolving threat of bad actors, and the challenges the Agency
has experienced maintaining and managing its recordkesping system, two years ago,
the Board and FRTIBE launched the FRTIB's Plan Operations Modemization Portfolio
(POMPF). POMP will consolidate the FRTIE s support confracts and shift the FRTIB's
role toward contract surveillance and out of the integration, ownership, and
development roles. The first phase of this procurement is underway (a preliminary
requirements document was posted on Fed Biz Ops in June 2018), and the Agency
anticipates that the contract fransforming the TSF's recordkeeping will be awarded in
approximately 18 months.

The OIG suggests that the Department of Labor Employee Benefits Security
Administration (EBSA) lacks sufficient legal authority over the Board, and, as a result,
audit findings have not been addressed in a timely manner. As discussed above, the
FRTIB has addressed risks associated with audit findings with both a short-term and
long-term, strategic approach. Additionally, the Agency views EBSA’s curment authority
as appropnate and effective, particularly when accounting for the unique status of the
FRTIB and TSP. Further, the Agency contends that augmenting EBSA’s authority to
include injunctive relief may raise inherent conflicts for the Federal govemment
(specifically the Department of Justice) and potentially negative consequences for the
TSP.

When it created the TSP, Congress recognized that the plan would grow in size
and become a potential magnet for external pressure. As noted in the conference report
that accompanied the final version of FERSA:

A great deal of concem was raised about the possibility of political
manipulation of large pools of thrift plan money. This legislation was
designed to preclude that possibility. Concems over the specter of political
involverment in the thrift plan management seem to focus on two distinct
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issues. One, the Board, composed of Presidential appointees, could be
susceptible to pressure from an Administration. Two, the Congress might
be tempted to use the large pool of thrft money for political purposes.
Meither case would be likely to occur given present legal and constitutional
constraints.

H.R. Conference Report No. 99-606, at 136 (1986), reprinted in 1986 U.S.C.C.AN.
1508, 1519.

As a result of these concems, Congress ensured that the fiduciaries of the
FRTIB, which include the five Board members and the Executive Director, are subject to
the same strict legal standards found in ERISA. 5 U.S.C. § B477. Specifically, the
fiduciaries are legally responsible for operating the TSP solely in the interest of its
participants and beneficiaries, in accordance with stringent fiduciary principles, and may
be sued for breach of these duties by paricipants, beneficiaries, and even co-
fiduciaries. Moreover, to further illustrate its separation from the political process,
Congress specified that the Agency's Execufive Director could only be removed by a
consensus of four of the five Board Members, and only for good cause shown.

Though Congress intentionally shielded the FRTIB from political interference, it
also created a robust structure of oversight and accountability. Congress provided
EBSA with a potentially limitless perfformance audit program (and EBSA has exercised
that authorty through a large increase in the number of TSP audits it conducts every
year), it authorized DOL to bring suit against TSP fiducianes, such as the investment
manager, and it authorized DOL to promulgate certain TSP-related regulations,
including those relating to the allocation of fiduciary duty. As has been the case from the
Agency's inception, EBSA's audit reports are discussed at Board meetings and EBSA
has frequent, direct access to both the Board and FRTIB management.

Additionally, FERSA requires that the Executive Director engage an independent
qualified public accountant to perform an annual financial statement audit, which is also
discussed publicly at the Agency’s Board meetings. As mentioned, in 2014, the Agency
took steps to develop its own mechanisms for intemal oversight. It established an Office
of Enterprise Risk Management, headed by one of the first Federal Chief Risk Officers.
The Agency also added Intemal Auditor-In-Charge, who conducts an annual intemal
audit program and reports directly to the Board. Most recently, the Board continued its
efforts to enhance its oversight and insight into Agency operations by approving the
creation of an Independent VYernfication and Validation (IV&Y) function. Through the
V&Y, the Board receives an independent {extemal) assessment as to the status of
closed audit findings. Further, the FRTIBE undergoes an annual FISMA audit, the results
of which are provided to the Department of Homeland Security, Congress, the Office of
Management and Budget, and are ultimately available o the public. Finally, the Agency
is subject to audits and program reviews from entities such as the U.S. Government
Accountability Office (GAQ), Office of Government Ethics, the Intemal Revenue
Service, and the Office of Personnel Management.
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What the OIG report suggests is that this framework of oversight is not enough. It
suggests that DOL should have a role beyond that which it already has under FERSA. It
states that it should have the authority to seek injunctive relief against the TSP
fiduciaries, as it does with private sector plans. Though injunctive relief could take
many possible forms, research indicates that EBSA has used this authority largely to
remove trustees of private sector plans for violations of ERISA or for breach of fiduciany
duties.

As a preliminary matter, the FRTIB believes that equating the regulation of a
govemmentaliFederal plan to that of a private sector plan is misplaced. Some of the
most basic challenges arising in private sector plans are simply not a possibility within
TSP operations. For example, the TSP is not sponsored by an employer whose loyalty
to plan participants inherently conflicts with an employer's profits. In addition, the
investment line-up of the TSP is determined by Congress, not the fiduciaries, and
FRTIB fiduciaries cannot shape the TSP's investment choices to benefit the FRTIB,
themselves, or the Federal Govermment which is the plan sponsor. It should also be
noted that state and local govemment plans are exempt from EBSA regulation.

Additionally, as DOL itself testified in 1987, fiducianies in private sector plans who
are subject to EBSA enforcement mechanisms are indemnified by the plan sponsor.
Because of its sizg, it is impossible for the U.S. Government to provide for an analogous
indemnification for the fiducianes of the TSP. For this reason, in 1987, the Board of the
FRTIB expressed concem about continuing in its role when provisions allowing for
EBSA enforcement were originally included in FERSA.

Further, it is ultimately the Board's legal responsibility to ingest feedback from the
multitude of bodies which support the oversight of the TSP and to act in accordance
with its fiduciary obligation to address the issues identified. Suggesting that an agency
outside the FRTIB should have the ability to compel or prevent Agency action both
oversimplifies the root cause behind the audit findings at issue, and potentially
compromises the fundamental principles established by Congress to insulate the FRTIB
from the reach of agencies that are tied to political processes.

Finally, the Agency is concemed that this potential legislative proposal could
create challenges for the Department of Justice and, by extension, the interest of the
TSP pariicipants and beneficiaries. Per FERSA, the Attomey General is responsible for
handling [tigation against the TSP. Should lifigation arise regarding an EBSA-imposed
injunction, the Attomey General would represent a Federal agency that is independent
from the Executive Branch (FRTIB) against a Federal agency that falls squarely under
the authority of the Executive Branch (DOL). As the Attomey General's mission is to
represent the common interest of the Executive Branch, the Attomey General would
have a conflict of interest which could potentially harm the interest of the TSP.
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We appreciate the opportunity to comment and the interest of the Department of
Labor, Office of Inspector General in the operations of the Thnft Savings Plan.

Sincerely,

Pracdatl . Hancii
Chairman Michael Kennedy,
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Board Member Dana K. Bilyeu,

o L ".i—|

Board Mémber Ron McCray,
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Board Member David A. Jones,
.-"::'é . '-.'_;..'I'::r":-'\.
Board Member William Jasien,

and

-
L | S,
| puaey

Ravindra Deo, Executive Director
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