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1.
PURPOSE AND SCOPE. 


This Inspector General Directive (IGD) sets forth the policy and procedures for the issuance of Office of Inspector General (OIG) subpoenas and applies to all OIG employees involved in the subpoena process.  This revised Directive supersedes IGD 8-400, dated October 11, 1994 and the November 7, 1994 page 9 revision, in their entirety. 

2.
BACKGROUND. 

A.
Subpoena Authority.  The Inspector General has authority under Section 6(a)(4) of the Inspector General Act of 1978, as amended (Public Law 95-452), to require the production of documentary evidence by subpoenas addressed to parties other than Federal agencies: 

Sec. 6(a)
In addition to the authority otherwise provided by this Act, each Inspector General, in carrying out the provisions of this Act, is authorized . . . .  (4) to require by subpoena the production of all information, documents, reports, answers, records, accounts, papers, and other data and documentary evidence necessary in the performance of the functions assigned by this Act, which subpoena, in the case of contumacy or refusal to obey, shall be enforceable by order of any appropriate United States district court: Provided, that procedures other than subpoenas shall be used by the Inspector General to obtain documents and information from Federal agencies. 

The Program Fraud Civil Remedies Act (Public Law 99-509) also provides the Inspector General with subpoena authority as the Investigating Official under the Act.

B. Materials Covered by OIG Subpoena Authority.

(1) Types -  All documents, reports, records, accounts, papers, and other data and documentary evidence necessary to carry out the statutory functions of the OIG can be sought.  This includes information maintained and/or stored in electronic, computer or related media.  Subpoenaed parties cannot be compelled to create a record that does not already exist (e.g., prepare responses to specific questions).  OIG subpoenas cannot be used to obtain testimonial evidence, with the exception of sworn statements that attest to the authenticity and completeness of documents provided in response to an OIG subpoena.

(2)  Subpoenaed Parties -  Generally, OIG subpoenas are issued to four categories of parties: 

(a)
Personal - An individual can be required to produce any records within his or her possession, including tax returns, bank statements, and employment records.  An individual, however, may assert his or her Fifth Amendment privilege against self-incrimination or, in certain instances, other privileges such as attorney-client or doctor-patient to avoid the production of subpoenaed materials.  Auditors, evaluators, and Special Agents are encouraged to discuss anticipated or actual claims of privilege with the OIG Office of Legal Services or with cognizant U.S. Attorney’s Offices, to assess whether such claims are legally valid and factually supportable, and to determine the appropriate course of action with respect to the subpoena in question.

(b)
Corporate and Other Non-Personal - The OIG can require the production of any corporate or non-personal record, even those which are not normally made available under the audit clause of a contract or grant.  Relevant records can be subpoenaed from third parties that do not have a contractual, grant, or other relationship with the Department of Labor.  Corporations and other entities (with the exception of small partnerships) cannot claim a privilege against self-incrimination. 

(c)
Financial Institutions - Banks, credit unions, loan companies, and credit card companies can be required to produce the financial records of customers.  However, the OIG must comply with the provisions of the Right to Financial Privacy Act (See Section 7.) when the records pertain to an account maintained by an individual or a partnership with less than five partners. 

(d)
Governmental - A state or municipal government body or agency can be required to produce documents.  However, OIG subpoenas cannot be used to obtain records and information from Department of Labor offices or from other federal agencies. 

(3)
Possession - Parties may be subpoenaed for records which are in either their actual or constructive possession. Constructive possession refers to materials that are not in a subpoenaed party’s actual custody but are available to, or under the control of, that party (e.g., corporate officer having access to corporate records; individual having access to his or her own records in possession of accountant). 

C.
Conditions for Issuance. 

(1)
The inquiry (audit, evaluation, or investigation) must be related to the functions authorized by the Inspector General Act of 1978 or the Program Fraud Civil Remedies Act.  IG subpoena authority may not be used to obtain records on behalf of another agency (federal or state), or for another office within the Department of Labor.  This does not preclude the use of IG subpoenas in the course of conducting joint investigations with other offices or agencies, as long as the OIG is taking an active role in the inquiry. 

(2)
The documents sought must be relevant to that inquiry.  The standard of “relevance” for an administrative (e.g., OIG) subpoena is quite broad.  However, it is not limitless, and OIG staff may not use subpoenas to engage in “fishing expeditions” unrelated to any legitimate OIG function.  Further, OIG staff must be able to demonstrate a need for the particular records being sought.

(3)
The demand contained in the subpoena must be reasonable in scope and should not be unduly burdensome. 

3.
POLICY. 

A.
General Policy.  OIG subpoenas should be used to obtain records that are needed to conduct audits, evaluations, and investigations under the Inspector General Act or the Program Fraud Civil Remedies Act.  Unless particular circumstances dictate otherwise, documents and information should be sought by voluntary production, or pursuant to contractual, grant, or regulatory obligations, prior to issuance of a subpoena.  When such access to records is refused, OIG representatives may advise that the OIG has subpoena authority but should not threaten the use of such authority.  If voluntary production does not occur or records are not made available in a timely manner, issuance of a subpoena may be advisable. 

B.
Criminal Investigations.

(1)
The use of OIG subpoenas in solely criminal investigations can raise special concerns related to the grand jury process, particularly when the investigation is related to the OIG’s labor racketeering function.  Accordingly, OIG Special Agents may wish to consult with the OIG Office of Legal Services and/or Department of Justice/U.S. Attorney’s Office prior to requesting a subpoena in a labor racketeering investigation.

(2)
Absent unusual circumstances, the issuance of an OIG subpoena after a grand jury has convened in a particular matter is not permitted.  It may be possible to issue an OIG subpoena if the pertinent investigation is considered to be a “new” matter, but such subpoenas should only be requested after discussions with the OIG Office of Legal Services and/or Department of Justice/U.S. Attorney’s Office.  

(3)
Subpoenas may be sought to obtain background and “intelligence” information (as opposed to subpoenas requested in formally “opened” criminal investigations) if appropriate justification and need is demonstrated by the requesting Special Agent, and the minimum requirement of relevance is supported.  

(4)
Where documents are required for an audit or evaluation and there is a related ongoing criminal investigation, the issuance of a subpoena should be coordinated with the OIG Office of Labor Racketeering and Fraud Investigations Headquarters, as well as a cognizant Department of Justice component and/or U.S. Attorney’s Office.

C.
Restrictions on Disclosure.  Disclosure of subpoenaed records is not made except as required by law (e.g., court order), as necessary in the performance of OIG responsibilities, or to assist the Department of Labor or another department or agency in fulfilling its lawful duties.  Even in those instances where disclosure may be needed in the performance of OIG duties, or for other reasons, OIG staff should be aware that the non-disclosure provisions of the Privacy Act apply to subpoenaed materials.  The Office of Legal Services should be consulted with any questions about disclosure of subpoenaed materials. 

4.
PROCEDURES FOR REQUESTING SUBPOENAS.  

Requests usually originate with the assigned auditor, evaluator, or Special Agent and will normally be in writing.  OIG Form 006, Subpoena Request (Attachment 1) should be used absent unusual circumstances.  In cases where time is a critical factor, the request may be made orally and confirmed in writing. 

A.
Information in Request.   The request should reflect the need for using a subpoena, including: 

(1)
Title and file number of the audit, evaluation, or investigation; 

(2)
The name and address of the individual, corporation, partnership, agency, institution, or other unincorporated business whose records are sought, and the name and address of the custodian of the records, if known; 

(3)
The justification for issuance of the subpoena, which should include a concise history of the related audit, evaluation, or investigation and its status to date, including: the nature of the inquiry; which Department of Labor program or activity is involved; the relation of the information sought to the inquiry; and, whether an effort was made to get the records voluntarily and the result thereof, or why such effort was inadvisable. 

(4)
A complete and precise description of the items to be obtained.  Documents should be divided into categories, e.g., payroll records, payment invoices, bank statements, financial records, tax returns, etc., and should be otherwise identified as completely as possible.  Categories should, where possible, be related to a particular loan, contract, claim, benefit, payment or other transaction that is pertinent to the inquiry.  A time period related to the documents must be specified (e.g., “All payroll records from January 1, 1989 to the date of this subpoena”).  The use of attachments to describe the type(s) of records sought is encouraged. 

(5)
Any special element of urgency, e.g., possibility of removal or destruction of records. 

(6)
Whether a privilege is expected to be asserted by the subpoenaed party, such as attorney-client, doctor-patient, or self-incrimination under the Fifth Amendment. 

(7)
The likelihood, if any, that judicial enforcement of the subpoena will be required, or that the subpoenaed party will challenge the subpoena through court proceedings (e.g., motion to quash). 

(8)
The proposed date of service -  If an auditor, evaluator, or Special Agent is not certain when a subpoena will actually be served, they may leave the subpoena return date blank when submitting the subpoena request, and they may enter a suitable return date after the subpoena is issued and before it is served.  See Section 6 concerning production of records and return dates.  

(9)
The name and telephone number of the auditor, evaluator, or Special Agent conducting the inquiry. 

B.
Submission of Requests and Decision to Issue. 

(1)
All subpoena requests are approved by a supervisory level official (at a Grade 14 level or above) before they are forwarded for final approval. 

(2)
The approved request is forwarded to the Assistant Inspector General for Legal Services.  The transmittal package to be forwarded includes the Subpoena Request (OIG Form 006) (Attachment 1), the proposed subpoena (OIG Form 122) (Attachment 2), and any supporting documentation deemed to be necessary for review by the Office of Legal Services.  OIG staff seeking subpoenas covered by the Right to Financial Privacy Act shall use the pertinent forms (See Section 8 – Subpoena Forms) as designated by the Office of Legal Services.  OIG staff are encouraged to submit subpoena requests by electronic mail, using automated forms, unless there are security or confidentiality concerns.

(3)
The Office of Legal Services promptly reviews the request and the supporting documentation as to completeness, validity, and legal sufficiency, including compliance with the Right to Financial Privacy Act.  The Office of Legal Services may contact the requesting auditor, evaluator, or Special Agent to obtain additional information and/or justification. 

(4)
Pursuant to a delegation of authority signed by the Inspector General on August 9, 1991, subpoenas are personally approved and signed by the Deputy Inspector General.  If the Deputy Inspector General is not available, subpoenas may be personally approved and signed by the Inspector General or, in his or her absence, by the Acting Inspector General. 

(5)
The August 9, 1991 delegation of authority also requires that the Inspector General be personally notified prior to the issuance of any subpoena that may involve sensitive or otherwise noteworthy issues.  The Deputy Inspector General and/or Office of Legal Services shall make this determination and so notify the Inspector General. 

(6)
If a subpoena is urgently required, pertinent information may be forwarded to the Office of Legal Services by telephone, and written justification materials may be submitted after the subpoena is issued. 

5.
SERVICE OF SUBPOENAS.

A.
Manner of Service.  OIG subpoenas normally are personally served by the assigned auditor, evaluator, or Special Agent, at the principal place of business or residence of the party subpoenaed, during normal business hours.  However, arrangements may be made to have other individuals personally serve the subpoena.  In appropriate circumstances, service may be made via the mails or through counsel to the subpoenaed party.  The Office of Legal Services should be contacted if non-personal service is being considered.  Service should be made as soon as possible after the subpoena is issued.  A copy of the original subpoena, OIG Form 122, is left with the subpoenaed party or with the management representative or custodian of records in the case of a business entity. 

B.
Place of Appearance.  The place of appearance normally is the nearest OIG Regional or other office, but may be at the premises where the records are held if more reasonable under the particular circumstances.  If appropriate, the subpoena may be completed to indicate that the records may be sent via registered mail to the requesting auditor, evaluator, or Special Agent. 

C.
Proof of Service.   Proof of service is evidenced by the serving auditor, evaluator, or Special Agent (or other individual serving the subpoena) executing a “Return of Service” certificate, Form OIG-122b (Attachment 3), and attaching the executed form to the original subpoena.  The original subpoena with the executed “Return of Service” are placed in and become a permanent part of the appropriate audit, evaluation, or investigative file of the requesting office. Copies of the subpoena and completed “Return of Service” are forwarded to the Office of Legal Services for entry into the Subpoena Register. 

D.
Subpoena Register.  The Office of Legal Services maintains the Subpoena Register in which all subpoenas are logged and relevant information is maintained. 

6.
PRODUCTION OF RECORDS.

A.
Return Date.  A reasonable amount of time should be allowed for the production of the records after service of the subpoena.  Factors to be considered include the type and volume of records and the possibility of removal or destruction.  In general, subpoenaed parties should be given at least two weeks from the date of service to comply with a subpoena.  Where an unusually short return time is desired (less than seven days), the assigned auditor, evaluator, or Special Agent should consult with the Office of Legal Services.  The auditor, evaluator, or Special Agent may, at his or her discretion, and in writing, extend the return date for a limited period of time. All written extensions of time shall be filed with the original subpoena.  Extensions of time that involve special circumstances or longer periods of time should be coordinated with the Office of Legal Services.  Auditors, evaluators, and Special Agents may also make arrangements with subpoenaed parties to obtain subpoenaed documents in stages or groups, or to temporarily forego compliance with respect to certain documents named in the subpoena until other documentation is reviewed. 

B.
Original Documents.  Unless unusual circumstances exist, the OIG is entitled to original documents upon issuance of a subpoena.  However, the assigned auditor, evaluator, or Special Agent may accept copies if doing so does not have any actual or anticipated negative affect on the audit, evaluation, or investigation.

C.
Proof of Compliance.  If the terms of the subpoena appear to have been satisfied, the assigned auditor, evaluator, or Special Agent should prepare a memorandum attesting to this fact.  The memorandum should identify the individual producing the records, the capacity in which he or she acted, a description of the documents obtained, and the time and place of production.  The memorandum is placed in the case file in the requesting office and a copy should be provided to the subpoenaed party, if requested. 

D.
Reimbursement.  In most cases, subpoenaed parties are not entitled to reimbursement from OIG for the costs of searching, assembling, and copying subpoenaed records, however, very large or otherwise burdensome demands may merit the payment of costs.  In addition, the Right to Financial Privacy Act (see Section 7 below) provides for specific reimbursement costs for banks and other financial institutions that are subpoenaed.  Auditors, evaluators, and Special Agents should not initiate any discussions with subpoenaed parties regarding reimbursement, and any questions regarding reimbursement should be directed to the Office of Legal Services. 

E.
Noncompliance.  If a subpoenaed party does not comply with the terms of an OIG subpoena, the assigned auditor, evaluator, or Special Agent advises the Office of Legal Services promptly, and the Office of Legal Services coordinates strategy and procedures to ensure compliance.  The Office of Legal Services may request the auditor, evaluator, or Special Agent to prepare an affidavit describing the relevant circumstances.  If enforcement action is taken, it is coordinated with the Department of Justice (DOJ) and/or cognizant U.S. Attorney’s Office, which has the authority to enforce OIG subpoenas. 

F.
Return of Records.  Upon completion of all OIG interest or when otherwise appropriate, original documents should be returned to their custodian, unless the assigned OIG auditor, evaluator, or Special Agent has written authorization from the subpoenaed party that such records are no longer needed and/or desired to be returned.  A receipt should be obtained for all returned documents, originals or copies.  A matter is considered completed when the OIG audit, evaluation, or investigation is terminated and no further use is required of the subpoenaed material in any civil, criminal or administrative proceeding. 

7.
RIGHT TO FINANCIAL PRIVACY ACT.  The Right to Financial Privacy Act of 1978, Public Law 95-630, 12 U.S.C. 3402 et seq., imposes additional requirements, as well as restrictions, on the use of OIG subpoenas to obtain customer financial records from a “financial institution,” as defined in the RFPA.  The primary requirement involves prior notification to the customer and an opportunity for the customer to challenge the subpoena in U.S. District Court.   The Office of Legal Services should be consulted if there are any questions regarding the use of RFPA subpoenas.

A. Applicability of RFPA.  

(1)
The RFPA applies when an administrative (e.g., OIG) subpoena is issued to a financial institution for the financial records of an individual customer or a partnership with less than five partners.  Corporate records are not subject to the provisions of the RFPA.   The Department of Justice has interpreted the RFPA to include a “non-customer target exception.”  Under this exception, the RFPA does not apply to any access to financial records when the customer whose records are being sought is not the “target” of the investigation.  

(2)
A “financial institution” is defined to include banks, credit unions, credit card companies, or any other consumer finance institution (e.g., brokerage houses, mortgage companies).  

(3)
The subpoenaed records must be related to a “legitimate law enforcement inquiry,” which is defined as “a lawful investigation or official proceeding inquiring into a violation of, or a failure to comply with, any criminal or civil statute or any regulation, rule, or order issued pursuant thereto.”  While this definition includes virtually all investigations, it may not include all audits and evaluations, particularly those involved with program performance and oversight issues.

(4)
The OIG may obtain certain identifying information from financial institutions (name, address, account number, and type of account) pursuant to an OIG subpoena without complying with the customer notice requirements of the RFPA.

B.
Customer Authorization.  OIG auditors, evaluators, and Special Agents should attempt to obtain the desired financial records, voluntarily if possible, by using OIG Form 007, Customer Authorization to Release Financial Records (Attachment 4).  In the case of jointly-held accounts, the authorization of one account holder will suffice.  If an authorization cannot be obtained, an OIG subpoena may be issued. 

C.
Procedures.  

(1)
The assigned auditor, evaluator, or Special Agent shall follow the OIG procedures for obtaining subpoenas, as described in this Directive.  In addition, the assigned auditor, evaluator, or Special Agent shall prepare a package containing the following RFPA forms:  

(a)
Customer Notice – OIG Form 011 (Attachment 5), which must be filled out by the assigned auditor, evaluator, or Special Agent;  

(b) Statement of Customer Rights – OIG Form 005 

(Attachment 6)  

(c)  Instructions for Completing and Filing Customer’s Challenge Motion and Sworn Statement – OIG Form 001 (Attachment 7)   

(d)  Customer’s Motion to Challenge Government Access to Financial Records – OIG Form 002 (Attachment 8)  

(e)  Customer’s Sworn Statement for Filing a Challenge – OIG Form 003 (Attachment 9)  

(f)  Customer’s Certificate of Service – OIG Form 004 (Attachment 10)

(2)
Following approval by the Deputy Inspector General, copies of the subpoena, and the package described above, must be served upon the customer whose records are sought.  Service may be perfected personally or by the mails, by mailing these materials to the customer’s last known address, with a return receipt request.  The assigned auditor, evaluator, or Special Agent may also concurrently serve the subpoena upon the relevant financial institution, with instructions to locate and gather the requested documents and hold such documents until a Certificate of Compliance – OIG Form 010 (Attachment 11) is completed and provided to the financial institution.  

(3)  The RFPA provides for “delayed notice” to the customer in certain enumerated circumstances, for example, if providing the required notice will result in destruction of or tampering with evidence, or providing notice will endanger the life or physical safety of any person.  A motion must be filed with the U.S. District Court to use the “Delayed Notice” provision and a Post-Notice Following Court-Ordered Delay – OIG Form 128 (Attachment 12), must be filed with the customer, when appropriate.  OIG staff must contact the Office of Legal Services if they believe a “delayed notice” is necessary.  

(4)
If ten days have expired from the date of personal service, or fourteen days from the date of mailing, and if the customer has not filed a sworn statement (OIG Form 003) and a motion (OIG Form 002) to quash the subpoena in the appropriate District Court (with a copy sent to the OIG Office of Legal Services), the assigned auditor, evaluator, or Special Agent may complete the Certificate of Compliance, provide this Certificate to the financial institution, and obtain the subpoenaed records.  

(5)  If the customer has filed a challenge within this time period, the OIG Office of Legal Services, in conjunction with the cognizant U.S. Attorney’s Office, will litigate this challenge in the District Court.  

D.  Transfer of Records.  Financial records obtained under the RFPA may not be transferred to another agency without a Certification Concerning Transfer of Financial Records – OIG Form 008 (Attachment 13) indicating that the records are relevant to a legitimate law enforcement inquiry in the receiving agency.  A copy of this certification, along with the Notice of Transfer of Financial Records, OIG Form 009 (Attachment 14), must be sent to the customer.  If the records are being transferred to the Department of Justice or a U.S. Attorney’s Office, the OIG must certify that there is reason to believe that the records may be relevant to a violation of federal criminal law, but, this certification does not need to be sent to the customer.  

E.  Notification of No Legal Proceedings.  Customers whose financial records have been obtained through the Right to Financial Privacy Act must be notified when a determination has been made that no legal proceedings against the customer are contemplated.  In general, this determination occurs in a criminal investigation when prosecution is declined or the OIG otherwise closes an investigation.  In an audit or evaluation, this determination normally occurs when an audit or evaluation is completed and there have been no referrals involving possible administrative, civil, or criminal actions against the customer.  OIG Form 129, Notice That No Legal Proceedings Are Contemplated (Attachment 15), should be used when such notifications are required. 

F.  Reimbursement.  Financial institutions compelled to produce records pursuant to the RFPA are entitled to reimbursement for search and copying costs.  The applicable rates are established by the Federal Reserve Board (see 12 C.F.R. Part 219).  Financial institutions seeking reimbursement must submit vouchers that support the claimed costs.  Absent unusual circumstances, these vouchers should be processed in the same manner as vouchers for other miscellaneous expenses in the relevant OIG office.  The OIG Office of Legal Services should be consulted if there are any questions regarding reimbursement issues.

8.  SUBPOENA FORMS.  

Designated OIG subpoena forms as attachments to this Directive, are available in electronic form in the OIG Intranet, and shall be used to draft and forward to OIG Office of Legal Services.

9.  EFFECTIVE DATE AND CANCELLATIONS.   

This IGD is effective immediately and remains in effect until superseded or rescinded. This revision supersedes IGD 8-400, dated October 11, 1994 and the page revision of November 7, 1994, in their entirety.

	Form

Number
	SUBPOENA FORMS

 Title
	Attachment 

	OIG-001
	Instructions for Completing and Filing Customer Challenge Motion and Sworn Statement (RFPA)
	7

	OIG-002  
	Customer Motion to Challenge Government Access to Financial Records
	8

	OIG-003  
	Customer Sworn Statement for Filing A Challenge (RFPA)
	9

	OIG-004  
	Customer Certificate of Service (RFPA)
	10

	OIG-005  
	Statement of Customer Rights (RFPA)
	6

	OIG-006  
	OIG Subpoena Request
	1

	OIG-007  
	Customer Authorization to Release Financial Records
	4

	OIG-008  
	Certification Concerning Transfer of Financial Records
	13

	OIG-009  
	Notice of Transfer of Financial Records
	14

	OIG-010  
	Certificate of Compliance with Right To Financial Privacy Act
	11

	OIG-011  
	Customer Notice (RFPA)
	5

	OIG-122  
	Subpoena
	2

	OIG-122b
	Return of Service
	3

	OIG-128  
	Post-Notice Following Court-Ordered Delay (RFPA)
	12

	OIG-129  
	Notice That No Legal Proceedings Are Contemplated (RFPA)

	15
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