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1. 
PURPOSE

The purpose of this Inspector General Directive (IGD) is to establish policies and procedures governing the overall coordination and management of the Office of Inspector General’s (OIG’s) websites (both internal and external). 

2. 
SCOPE 

This directive applies to all OIG employees.

3. 
POLICY 

The internet is a medium effectively used by organizations to foster communication, both internally and externally.  The OIG will maintain pertinent and relevant information on its internal (intranet) site and its external (internet) site. The internal website is available only to OIG employees to conduct official business and the external website is available to the public. The goal of posting information is to provide employees and stakeholders the latest information about the OIG.  The information posted should be relevant to the mission of the OIG, accurate and timely.  

4. 
DEFINITIONS

A.
Content Approver: The content approver is responsible for approving information about  their office on all OIG websites.  The content approver: 

· ensures that the content is appropriate and accurate;

· clears for publication the information to be posted on the websites; and
· will be designated in writing by each Assistant Inspector General and approved by the Deputy Inspector General.  

B.
Content Developer: The content developer:

· writes, edits, and seeks approval for information to be posted on the OIG websites; 

· ensures that the information is compliant with Section 508 of the Americans with Disabilities Act; 

· ensures that the information developed for posting is relevant to the organization and the content is technically correct in terms of accuracy, grammar and spelling; and

· periodically reviews information on OIG websites to ensure that it is up-to-date.

C.
Content Contributor: The content contributor may be any employee of the OIG.  Employees submit information to their respective office’s content developer for possible inclusion on any OIG website. 

5. 
RESPONSIBILITIES 

A.
Inspector General (IG) and Deputy Inspector General (DIG): The IG and DIG are responsible for the overall message and information presented on all OIG websites.  The DIG will approve the designation of Content Approvers. 

B.
Assistant Inspectors General (AIGs): The AIGs for each OIG office (OA, OLRFI, OMP, OLS, OISI) are responsible for approving information about that office on all OIG websites. The AIG may designate another individual to be the content approver. In addition, each AIG is responsible for designating at least one content developer.

C.
Content Developers and Approvers: The content developer is responsible for writing, editing, verifying information, and seeking approval from the appropriate content approver of information to be posted. The content developers screen information received from content contributors to determine if the information should be posted to the OIG websites. As necessary, they should coordinate with the OIG’s Office of Legal Services to ensure compliance with the Freedom of Information Act, the Privacy Act or appropriateness of information to be released.

· Internal website (Intranet) responsibilities:  The content developer submits the proposed content to the content approver. Once cleared by the content approver, the information can be posted to the OIG intranet.

· External website (Internet) responsibilities: After the office’s content approver clears the information, it is forwarded by the office to OMP’s Division of Planning, Liaison, and Communications (DPLC) for final review to ensure consistency of content.  DPLC, in coordination with OMP’s Division of Finance and Administration, Branch of Database Management Applications will process the information to be posted on the external website.

D.

Office of Management and Policy (OMP) is responsible for overall coordination and management of the OIG internal website. 

· OMP’s Division of Finance and Administration (DFAS), Branch of Database Management Applications (BDMA) is responsible for:

· technical issues related to support and maintenance of all OIG webpages on the Intranet or Internet; and   

· serving as the OIG’s point of reference for Web activities to the Department of Labor.

· OMP’s Division of Planning, Liaison and Communication (DPLC) is responsible for:


· coordinating with DFAS in designing the overall layout and functionality of all OIG webpages;

· developing content for the main OIG internal page;

· developing content for the OIG external website; and

· reviewing and obtaining clearance from the DIG for content generated by the OIG offices for inclusion on the external website.

E.
Office of Legal Services (OLS) is responsible for reviewing website content to ensure compliance with the Freedom of Information Act, the Privacy Act, and any other applicable laws and/or regulations.  

F.
All Employees: All OIG employees should familiarize themselves with the webpages. They may submit information to their respective office’s content developer for possible inclusion on OIG websites. 

6.
PROCEDURES


OIG employees should submit information to their respective office’s content developer for possible inclusion on the OIG websites. The content developer reviews the submissions, edits the content; ensures accuracy, corrects grammar and spelling, obtains the submitter’s approval for any changes and seeks approval for information to be posted on the webpage from their AIG or their designate. The AIG or designate will ensure that the information posted is relevant to the organization and is accurate.

After AIG (or designee’s) approval, for:

· Internal website postings, the content may be posted to the Intranet by the office. 

· External website postings, the content approver sends the information to DPLC, who will review for consistency and work with DFAS to post on the OIG external webpages. 

Audit Report Exception: Audit reports can be posted to the external website without coordinating through DPLC. However, the Office of Audit should inform DPLC about the release of any new reports so that the “What’s New” section can be updated.

7. 
EFFECTIVE DATES AND CANCELLATION

This Directive is effective immediately and will remain in effect until canceled or superseded. It requires implementation of action items, and contains information of a continuing nature.











